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LexAlign 
 

Security for Electronic Banking 

 
Maximize security compliance monitoring and  

support for business customers. 

 

 

Electronic Banking presents a unique set of risks as it has moved financial activities outside the 

security of the bank’s walls to their remote business customers.  Effective risk management 

requires the ability to identify security gaps and provide detailed guidance on how to remediate 

them, especially for treasury customers using products like RDC, ACH, and Wires.  Weighing 

RISK without overburdening customers or your treasury staff is a challenge for many financial 

institutions. 
 

Performing a security self-assessment is reasonably required by law or the customer’s banking 

agreement.  It is also a stated expectation in the regulatory guidance on RDC and ACH risk 

management.  

 

“Specific contract provisions [should] include: Periodic audits of the 

RDC process, including the IT infrastructure[.]” 

Source: FDIC FIL–4–2009, “Risk Management of Remote Deposit Capture,” January 14, 2009 

 

The solution from FIS’ partner, LexAlign, automates the security assessment process and 

generates the records you and your customers need to demonstrate risk management.  Your 

customers access the system when it’s convenient for them and obtain essential, actionable 

guidance.  And you get relevant information instantly via your secure, online dashboard. 

BENEFITS of using LexAlign Security for Electronic Banking include: 

• Enables you to effortlessly show compliance with regulators’ stated expectations on 
customer operational due diligence reasonably required for RDC, ACH and fraud risk 
management. 

• Sensitizes customers to their risks and empowers them to remediate their gaps. 

• Enables quantification and effective management of the staggering risks posed by remote 
customer operations, improving operational risk management and efficiency.  
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LexAlign Security for Electronic Banking 

Key Product Features 

• Comprehensive Financial Institution Dashboard that demonstrates risk management and 
enables easy data extraction for insight and actions. 

• Focused Customer Dashboard. 

• Intuitive, easy-to-use Self-Assessment for Customers. 

• Actionable Insights for Customers, enabling their risk management at the frontline of fraud 
and loss. 

Financial Institution Dashboard 

The Home Page shows usage of LexAlign Diagnostics by Cycle and Cohort.  This is your view 

of progress as a Cycle is executing through each Cohort.  
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The Assessments Page replaces and improves upon the spreadsheets you’ve been using, 
especially for the burdensome task of tracking completion status.  With LexAlign, it is all 
automated. 

 

The Summary Page demonstrates your Risk Management and Support. It can also help you 
prioritize remedial actions based on greatest potential impact. The information is presented by 
LexAlign Diagnostic. 
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The Reports Page offers detailed reporting by Diagnostic for Completion Status, Risk Factors, 
Compliance Essentials, and Bounced Emails.  
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Customer Dashboard 

An easy-to-use starting point for your customers to begin or continue assessments. 

 

LexAlign Assessments are designed as diagnostic interviews that reflect regulatory 
requirements and stated expectations, and industry best practices. 
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Upon completing an Assessment, customers immediately get a detailed audit report, including a 
gap analysis and related action plan, and a policy package for training their staff. 

 

The gap analysis compares company practices against regulatory requirements and 
expectations and industry best practices.   
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The action plan contains clear instructions to remediate any issues uncovered.  
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An essential policy packet is provided that is designed for training their staff. 

 

 

Contact Us 

For more information, contact your FIS Account Executive or visit fisglobal.com. 


